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THEME OF THE PAPER 

“CYBERLAW, CYBERCRIME, CYBERSECURITY & EMERGING TECHNOLOGIES” 

 SUBMISSION DETAILS 

Abstracts and the Full paper have to be emailed to the following 
Email Id: info@pavanduggalassociates.com 

Deadline of Abstract Submission: 20-11-2023 

Last Date for receiving of Demand Draft/Net Banking : 20-11-2023 

Deadline of Full Paper Submission: 14-12-2023 

REGISTRATION* 

National: 

Students INR 3,000 

Academicians INR 6,000 

Lawyers, Professionals and Other INR 15,000  
International: 

Students USD 50 

Academicians USD 75 

Lawyers, Professionals and Others USD 200 

A PART OF 

INTERNATIONAL CONFERENCE 

ON CYBERLAW, CYBERCRIME & 

CYBERSECURITY 2023 



 

 
Research papers are invited from Scholars, Researchers, Practitioners, 
Academicians, Lawyers, Professionals and Students on any of the issues 
related to the list of topics to be covered in the conference, as mentioned 
below:- 
 

THEME  
 

“RISE OF EMERGING TECHNOLOGIES AND THEIR 
IMPACT” 

 

TOPICS 
 

1. Emerging Global Trends In Cyberlaw 
2. Cybercrime Scenario Post Covid-19  
3. Growing Cyber Security Breaches & Cyber Security Legal Frameworks  
4. ChatGPT & Emerging Issues  
5. AI Language Model Chatbots & Generative AI – New Legal Challenges  
6. Internet of Things (IoT) & Cyber Security  
7. Blockchains, Crypto-assets, Crypto-currencies And Emerging Trends 
8. Ethical Issues Thrown Up By Artificial Intelligence (AI) 
9. Metaverse – New Cyber Legal Paradigm   
10. Zero Trust Security  
11. Data Security Is First 
12. Micro-segmentation  
13. Fake News – Need For Its Regulation  

 

 

THEME OF THE PAPER  

  



14. India’s Adoption of Emerging Technologies Like Artificial Intelligence, Internet of Things, 
Blockchain, Metaverse  

15. Indian Approaches On Cyber Legal Frameworks  
16. Data Protection, Digital Personal Data Protection Act, 2023 And Connected Response 

Mechanisms 
17. Data Privacy – Its Evaporation  
18. Content On Social Media – Need For Moderation  
19. Cyber Sovereignty – Approaches By Nation States 
20. Cyber Diplomacy And New International Cyberspace Policies And Approaches  
21. Darknet, Internet Jurisdiction & Attribution – Need For New Approaches  
22. AI Enabled Crimes – Potential Regulation  
23. Quantum Computing & Its Growing Relevance  
24. Digital Humans & Digital Assets – An Intellectual Property Perspective  
25. Interception, Monitoring & Decryption – New Age Phenomena   
26. Elections In Cyber Age – Issues, Opportunities And Solutions  
27. New International Corporate Best Practices on Cyber Security Preservation 
28. Cyber Compliances For Corporates And Limiting Liability During & Post Covid19 – Indian & 

Global Approaches  
29. Critical Information Infrastructure Protection – A Real Need for Corporates & Governments 
30. Cyber Insurance, Digital Transformation, Cyber Resilience And The Way Forward  
31. Enterprise Safeguards & Cyber Security Breaches 
32. CISO Immunity Strategies From Legal Exposure  
33. Cyberlaw and impact on Data Privacy of Enterprises  
34. Cyber Pain-points of Enterprises today and Technological Gaps 
35. Web 3.0 Age And New Opportunities  
36. Artificial Intelligence (AI) – Need For Regulation and Developments  
37. OTT Platforms – Concerns & Challenges  
38. Cyber Fraud, Phishing, Identity Theft & Ransomware  - Big Challenges & Response Mechanisms  
39. Electronic Evidence Jurisprudence and Indian Approaches  
40. Corporate Boards & Their Cyber Legal Liability – Need For New Approach 
41. Space, Cyberspace And Cyber Security – Evolving Frontiers  
42. Data Economy Opportunities & Issues Today  
43. Cyber Forensics – Current Developments And New Trends  
44. Machine Learning And Big Data Issues Today  
45. Work From Home And Connected Nuances  
46. Protecting Women and Children In Cyberspace  
47. Cyber Psychology & Cyberspace  
48. Cyber Capacity Building and Evolving Paradigm  



 

49. Intermediaries And Their Liability In Age of Emerging Technologies  
50. Cloud Computing – Current and Future Issues & Challenges  
51. Cyber Issues In Health Ecosystem Today  
52. Cyber Attacks And Responses In BFSI  
53. Mobile Apps and Mobile Ecosystem – Issues & Approaches  
54. Public-Private-Partnership In Cyberspace  
55. International Cooperation In Cyberspace – Gaps, Strategies And Way Forward 

 

ABSTRACT 

The abstract must not exceed 250 words and should be  accompanied by a 

cover page stating the following: 

1. Sub-Theme 

2. Title of the Paper 

3. Name of the Author(s) 

4. Course, Year of Study (if applicable) 

5. Professional Position (if applicable) 

6. Institution 

7. E-mail Address 

8. Postal Address, City/Country 

9. Contact Number 

FULL PAPER SUBMISSION 

The paper must not exceed 5,000 words and should be accompanied by 

a cover page stating the following: 

1. All the above mentioned details 

 

CONTACT US  

Pavan Duggal Associates, 

Advocates 

info@pavanduggalasso

ciates.com 

011-4658-4441 

An effort founded on creativity 

and ambition. Register today! 



2. Co-authorship of papers is permitted to a maximum of two authors. 

3. All authors need to register separately. 

4. Copy of the scanned Demand Draft/Net banking (Registration fees) 



 

FORMATTING REQUIREMENTS  

The main text should be in Times New Roman with font size 12 and  line 

spacing of 1.5.  

The footnotes should be in Times New Roman, font size 10 with a  spacing of 1 

inch margins should be maintained on all four sides.  Citation Style: Bluebook, 

21st Edition. 

The maximum length of the paper shall not exceed 5,000 words. (Including 

footnotes/endnotes/annexure/reports etc.).  

All submissions are to be made in Microsoft Word (.doc) format only.  

 

IMPORTANT NOTE 

1. Paper Co-authorship is permitted to a maximum of two authors.  

2. All authors need to register separately for Call for Papers. The fee for 
Papers, once submitted, shall be non-refundable. 

3. Authors of PAID Abstract Submissions will be invited to attend the 
conference on 30th November, & 1st December, 2023, without any 
additional cost. In the event of PAID co-authored Abstract Submission, 
only ONE author will be  invited. 

4. Apart from authors of selected papers, other authors wishing to  attend 
the Conference as registered delegates, can do so on  discounted 
registration rates. (The conference shall not bear any  expenses and 
arrangements, including travel, boarding and lodging of  the participants) 

5. Authors/co-authors of all papers will receive participation  certificates. 

 

*REGISTRATION  

DETAILS 

Registration Fee can be paid via 

Net Banking/ Demand Draft 

Net Banking 

INDIAN BANK 

A/c no. 440256858 

IFSC CODE: IDIB000J016 

Demand Draft 

IN FAVOUR OF 
“CYBERLAWS.NET” 

An effort founded on creativity 

and ambition. Register today! 



ABOUT LATE MR. PREM KUMAR DUGGAL  

  

Late Mr. Prem Kumar Duggal, Advocate was the leading inspirational force that encouraged 
the International Conference on Cyberlaw, Cybercrime & Cybersecurity. A brilliant and 
eloquent civil lawyer, his sharp mind was always open to new ideas. 
 
He inspired the Conference Director Dr. Pavan Duggal to visualize an international platform 
and connected ecosystem, where stakeholders could come and discuss about the latest 
cutting edge developments in cyberspace on a regular basis. 
 
Mr. Prem Kumar Duggal was the source of constant motivation in taking the International 
Conference on Cyberlaw, Cybercrime & Cybersecurity to the next level. His addresses at the 
conference every year were forceful, rousing, emphatic and stimulating, which acted as a 
source of constant encouragement for the conference. 



ABOUT THE CONFERENCE 

  

The 10th Edition of the International Conference on Cyberlaw, Cybercrime & Cybersecurity is 
taking place on 29th, 30th November & 1st December, 2023, being organized by Cyberlaws.Net 
and Pavan Duggal Associates, Advocates, Supreme Court of India. 
 
It aims to examine and analyse the emerging Cyberlaw, Cybercrime & Cybersecurity trends of  

today’s times. The International Conference will be attended by various international 
delegates and speakers as also representatives from the national Diaspora representing the 
stakeholders in the digital ecosystem and alive web. These would include representatives 
from the Central Government & State Governments, various Ministries, Law Enforcement 
Agencies, Police, Business, Information Technology, Corporate Sector, Academicians, 
Scholars, Service Providers, International Organizations and distinguished thought leaders. 
 
The Conference 2023 is currently being supported by UNESCO, University For Peace of 
United Nations, Ministry of Electronics & Information Technology, Government of India, 
Department of Legal Affairs, Ministry of Law & Justice, Government of India, IEEE Technology 
& Engineering Management Society, Ecommerce Forum Africa, Globethics.Net, EC Medici 
Framework and Association of Indian Universities, amongst other 150+ international and 



national organizations. 

STRENGTHS OF THE CONFERENCE 

 

 
 Enable International and Indian Policy Makers, Government officials, Corporate thought 

leaders, and other Stakeholders to keep pace with the emerging issues in Cyber 
ecosystem;  

 Offers a three full day conference with Interactive sessions from different experts 
across the globe; 

 Member participation will help in assessing the impact related to Cyber Law, Cyber 
Crime and Cybersecurity; 

 Conference to be addressed by 300+ Speakers; 

 A wonderful opportunity for networking with the best minds in the cyber ecosystem 
and being part of an unparalleled, holistic, multi-disciplinary discussions and debates on 
critical issues concerning Cyberspace today under one roof.  



  

 
 

This is the 10th Edition 

of the International 

Conference on  

Cyberlaw, Cybercrime  

& Cybersecurity.  

Pavan Duggal Associates, Advocates 

info@pavanduggalassociates.co

m 

www.cyberlawcybercrime.com  

011-4658-4441 
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